




4. The use of personal computers is allowed on the campus network, however owners are respon-
 sible for the maintenance and support of those systems.

5. Use of Internet communication is voluntary with the understanding that individuals may
 encounter material that may be offensive. Marist College assumes no responsibility for the
 material viewed.

6. Individuals will only use accounts assigned to them. Accessing someone else's account or pro-
 viding someone else with access to your account is prohibited.

7. The use of the college's technical resources to attack other resources, individuals, execute Deni-
 al of Service attacks against other networks, or to hack other networks is forbidden. Individuals
 will not use campus resources to spread spam, chain emails, or hoaxes to other individuals. Per-
 forming these activities will be grounds to have all access terminated.

8. All individuals using Marist's technical resources will not attempt to gain unauthorized access to
 system both on and off campus.

9. The use of the college's technical resources for commercial purposes or for personal financial
 gain is forbidden.

10. The campus reserves the right to require the removal of any technical resources that has been
 deemed a security or network risk.

11. Users waive any right to compensation for lost work or time due to issues with the campus tech-
 nical resources.

12. Only IP addresses assigned by the Information Technology Department may be used on the
 campus network.

13. All devices that access the campus network must be registered with the Information Technology
 Department.

14. All users of the campus technical assets agree not to take any actions, which would be consid-
 ered inappropriate. Such actions may include, but are not limited to, the following; foul lan-
 guage, harassment, consumption of food or drink in the computer labs, or any behavior that
 causes distractions.

1.2.4 Theft/Damage:

1. Theft, rearrangement, or damage to college technical assets is forbidden.

2. Anyone using the technical assets of the campus agrees to use these resources in a careful and
 responsible manner for the assets made available to them.

3. Individuals are financially responsible for the loss, damage, or destruction of equipment caused
 by negligence, misuse, abuse, or carelessness.

4. Any equipment that is stolen, whether personal or Marist owned should be reported to the
 Office of Safety and Security.
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1.5 Contact:

 If a violation of this policy or other campus technology policies occurs, individuals should report
them to the Department of Information Technology. Failure to report a violation of this policy will be
treated as a violation. For questions or clarification regarding these policies, please contact the campus
Information Security office via email at security@marist.edu . The Department of Information Technolo-
gy reserves the right to update this Acceptable Use Policy when it is deemed necessary.
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